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Févarosi Onkormanyzat Vazsonyi Vilmos Idések Otthona

Titokvédelmi Szabalyzat

1. Bevezetés

A jelen szabalyzat célja, hogy a Févarosi Onkormanyzat Véazsonyi Vilmos Idések Otthona (a
tovabbiakban: Intézmény) mitkddése sordn egységes eljarasrendet biztositson az lizleti titok,
kézadat, valamint a kiilsé félt6] szarmazo, iizleti titokként mindsitett adatok kezelésére, védel-
mére, selejtezésére ¢s megismerhetdségére.

2. Hataly

A jelen szabalyzat személyi hatalya kiterjed az Intézmény minden foglalkoztatottjara €s szer-
z6déses partnerére. Targyi hatélya kiterjed az Intézményben keletkezd, oda érkezd, illetve on-
nan kimend, iizleti titokra; a bels6 hasznalat(, bizalmas és szolgalati hasznalatu mindsitett
adatra; kézadatnak, valamint kiils6 féltél szarmazd, iizleti titokként mindsitett adatnak mino-
siilé valamennyi adatra €s dokumentumra, fiiggetleniil azok formatumatél. Idébeli hatalya a
hatalybalépés napjatédl visszavonasig érvényes.

3. Jogszabalyi alapok

A szabdlyzat alapjat az alabbi jogszabalyok relevans szakaszai képezik:

e Az Eurépai Parlament és a Tanacs (EU) 2016/679 rendelete (2016. aprilis 27.) a ter-
mészetes személyeknek a személyes adatok kezelése tekintetében torténd védelmérdl
és az ilyen adatok szabad 4ramlasar6l, valamint a 95/46/EK rendelet hatalyon kiviil
helyezésérol (altalanos adatvédelmi rendelet) (a tovabbiakban: GDPR)

2018 évi LIV. torvény az iizleti titok védelmérol
2011 évi CXIL térvény az informécidszabadsagrol (Infotv.)

e Polgari Térvénykonyv (2013. évi V. térvény)

1997 évi XLVIL. t6rvény az egészségiigyi €s a hozzajuk kapcsolddé személyazono-
sit6 adatok kezelésérdl és védelmérol (a tovabbiakban: Eliak.)

e 1/2000. (1. 7.) SzCsM rendelet a személyes gondoskodast nyujté szocilis intézmé-
nyek szakmai feladatairdl és miiksdésiik feltételeirdl 4

e 9/1999. (XI. 24.) SzCsM rendelet a személyes gondoskodast nyujté szocialis ellata-
sok igénybevételérol

e A 2009. évi CLV. térvény a mindsitett adatok védelméré! csak akkor alkalmazando,
ha az intézmény felsébb szervtdl kapott vagy jogszabély alapjan mindsitett adatot ke-
zel.

e Bp. Fév. Onk. Kozgyiilésének 17/2025. (V1.12) 6nkorményzati rendelete az atlathato
mikddésrol

e belso szabalyzatok

4. Ertelmezé rendelkezések
A jelen szabalyzat alkalmazdsaban:

e Titok / Bizalmas informacié: Minden olyan informacid, amelynek jogosulatlan hoz-
z4férése, modositasa, nyilvanossagra hozatala vagy megsemmisitése kart okozna a
szervezetnek vagy az érintettnek. Magaban foglalja az iizleti titkokat, személyes ada-
tokat és kiilénleges adatokat.

. I:leeti titok: Az Intézményben csak iizleti €s annal gyengébb titok besorolas 1étezik.
Uzleti titoknak mindsiilnek példdul az arajanlat mellékletében kiildott arak, illetve



minden olyan adat, amelyet a Kkészitd iizleti titoknak mindsit.

o Kozadat: Minden egyéb adat, amely nem mindsiil iizleti titoknak, kozadatnak szamit.
Fzek az adatok alapvet6en megismerhetSk, mivel az Intézmény kozfeladatot lat el. A
kozadatok kozzétételérol és nyilvanossagarol kiilén szabalyzat rendelkezik.

o Kiilsé féltél szarmazo, iizleti titokként mindsitett adat: Olyan adat, amelyet kiils6é
szerz0do partner vagy harmadik fél tizleti titokként jeldl meg, és amelynek védelmére
az Intézmény kiilongs figyelmet fordit.

e Személyes adat: Azonositott vagy azonosithaté természetes személyre (érintettre) vo-
natkoz6 barmely informacio.

e Kiilonleges adat: Fajra vagy etnikai szarmazasra, politikai véleményre, vallasi vagy
vilagnézeti meggyo6zodésre, szakszervezeti tagsagra utald adatok, genetikai adatok,
biometrikus adatok egyedi azonositas céljabol, egészségligyi adatok, vagy termeészetes
személy szexudlis €lete vagy szexudlis iranyultsagéra vonatkoz6 adatok. Az egészségi
allapotra vonatkozd adat példaul a kiilonleges (szenzitiv) adatok csoportjaba tartozo
személyes adat, amely kiemelt védelemben részesitendo.

e Adatkezelés: Személyes adatokon végzett barmely miivelet vagy miiveletek Osszes-
sége, fiiggetlentil attdl, hogy automatizalt eszkozokkel vagy anélkiil hajtjak végre (pl.
gylijtés, rogzites, rendszerezés, tarolas, modositas, lekérdezés, felhasznélés, nyilvanos-
sagra hozatal, torlés, megsemmisités).

e Adatkezeld: Az a természetes vagy jogi személy, k&zhatalmi szerv, ligynokség vagy
egyéb szerv, amely onalloan vagy masokkal egylitt meghatarozza a személyes adatok
kezelésének céljait és eszkozeit.

o Adatfeldolgozo: Az a természetes vagy jogi személy, kozhatalmi szerv, iigynokség
vagy egy€b szerv, amely az adatkezel6 nevében személyes adatokat kezel.

e Adatvédelmi incidens: Olyan biztonsagi esemény, amely a tovabbitott, tarolt vagy
mas m6don kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, el-
vesztését, megvaltoztatasat, jogosulatlan nyilvanossagra hozatalat vagy az azokhoz
valo jogosulatlan hozzaférést eredményezi.

e Lrintett: Az azonositott vagy azonosithato természetes személy, akire a személyes
adat vonatkozik.

e Minésité: Az a személy, aki jogosult az adatok tizleti titokként torténd mindsitésére,
jellemzden a készitd vagy az Intézmény vezetdje.

5. Adatkezelési és titokvédelmi alapelvek

Sajat miikodése soran az intézmény nem keletkeztet iizleti titkoknal magasabb besorolasu do-
kumentumot.

Az Intézmény a személyes adatok kezelése soran az alabbi alapelveket koveti, dsszhangban a
GDPR 5. cikkével:

o Jogszeriiség, tisztességes eljaras és atlathatésag: Az adatokat jogszertien, tisztessé-
gesen és az érintettek szamara atlathaté modon kell kezelni. Bz magaban foglalja a
vilagos adatkezelési t4jékoztatok biztositasat az adatkezelés megkezdése elott.

e Célhoz ktottség: A személyes adatokat meghatarozott, egyértelmi és jogszert célbdl
kell gyiijteni, ¢s nem lehet azokkal a célokkal Ossze nem egyeztethetd modon



tovabbkezelni.

o Adattakarékossag: A személyes adatoknak megfelelonek, relevansnak és a célokhoz
mérten szitkségesnek kell lennitik.

e Pontossag: A személyes adatoknak pontosnak és sziikség esetén naprakésznek kell
lenniiik; a pontatlan személyes adatokat haladéktalanul t6rolni vagy helyesbiteni kell.

e Korlatozott tarolhatosag: A személyes adatokat olyan formaban kell tarolni, amely
az érintettek azonositasat csak addig teszi lehetévé, ameddig az adatok kezelésének
céljaihoz sziikséges. Az egészségligyi adatokat 50 évig, vagy birosagi eljaras esetén az
tigy lezarasanak idépontjdig lehet kezelni, ezt kovetden az adatokat meg kell fosztani
a személyes azonositas lehetdségétol.

e Integritas és bizalmas jelleg: A személyes adatokat olyan médon kell kezelni, amely

megfeleld biztonsagot garantal, beleértve a jogosulatlan vagy jogellenes kezelés, vala-

mint a véletlen elvesztés, megsemmisiilés vagy sériilés elleni védelmet, megfeleld
technikai vagy szervezési intézkedések alkalmazasaval.

e TElszamoltathatésag: Az adatkezeld felelss az elveknek valo megfelelésért, és képes-
nek kell lennie annak bizonyitasara. Ez magéaban foglalja az adatkezelési tevékenysé-
gek nyilvantartasat. Amennyiben az adatkezelés hozzajarulason alapul, az adatkezelo-
nek képesnek kell lennie annak igazoldséra, hogy az érintett személyes adatainak ke-
zeléséhez hozzajarult.

Ezek az alapelvek biztositjak, hogy az adatkezelés minden szakasza megfelel a jogszabalyi €s
ctikai kovetelményeknek. Az intézmény rendszeresen ellendrzi, hogy az adatkezelési gyakorlat
megfelel-e ezeknek az elveknek, és szilkség esetén intézkedéseket vezet be a megfeleldség biz-
tositasara. Az intézmény mindent megtesz annak érdekében, hogy a gondozottak ¢€s a munka-
tarsak adatai a lcheté legnagyobb biztonsagban legyenek.

6. Szerepek ¢és felelosségek
6.1. Vezetoi felel6sség

Az Intézményvezetd viseli a végsd felelésséget az adatvédelmi €s titoktartasi szabalyozasoknak
valé megfelelés biztositasaért. Az intézményvezetdnek szabalyoznia kell az intézményben fog-
lalkoztatottak, valamint az intézményi ellatast igénybe vev elldtottak adatvédelmével, adatbiz-
tonsagaval kapcsolatos feladatokat, és jova kell hagynia a belsé adatvédelmi és adatbiztonsagi
szabalyzatot. Feladata tovabba, hogy folyamatosan ellendrizze és figyelemmel kisérje, hogy az
intézményben torténd adatkezelés megfelel-e a jogszabalyokban, valamint a belsé dokumentu-
mokban meghatarozott szabalyoknak.

6.2. Adatvédelmi tisztviselo (DPO") feladatai és szerepe

Az Intézmény adatvédelmi tisztviselst (DPO) alkalmaz a személyes adatok kezelésére vonat-
kozo jogi eldirasok tel] esitésének és az érintettek jogai érvényesiilésének elosegitése érdeke-
ben. A DPO kinevezése kotelez6, mivel az Intézmény kozfeladatot 1at el, és nagy szamban ke-

zel kiilonleges adatokat.
A DPO f6 feladatai a GDPR 39. cikk ¢s a 97. preambulumbekezdés alapjan a kovetkezok:
o Tijékoztatast és tanacsot ad az adatkezel6nek €s a foglalkoztatottaknak a GDPR ¢s

1 DPO — Data Protection Officer, adatvédelmi tisztviseld



egyéb adatvédelmi rendelkezések szerinti kotelezettségeikrol.

e Feliigyeli a GDPR-nak, a belso szabalyzatoknak €s az adatvédelmi stratégidknak vald
megfelelést, beleértve a felelésségek kiosztasat, a tudatossag novelését és a foglal-
koztatottak képzését.

e TanAcsot ad az adatvédelmi hatasvizsgélattal (DPIA?) kapesolatban, €s nyomon ko-
veti annak elvégzését.

e Egyitittmiikodik a feliigyeleti hatosaggal (N emzeti Adatvédelmi és Informécioszabad-
sag Hatosag - NATH) az adatkezeléssel kapesolatos iigyekben, és kapcsolattarto pont-
ként szolgal feléjik.

e Kapcsolattartoként mikodik az érintettek szamara jogaik gyakorlasaval kapcsolatban.

A DPO-nak fiiggetleniil kell mikddnie, és kzvetleniil a legfelsobb vezetésnek kell jelentenie.
Feladatai ellatasaval kapcsolatban nem kaphat utasitasokat az adatkezel6tdl vagy az adatfeldol-
gozo6tol. A DPO nevét és elérhetdségeit kozzé kell tenni az Intézmény székhelyén és telephelyén
jol lathaté médon, a honlapj4n, az adatkezelési tajékoztatokban, az adatkezelési tevékenységek
nyilvantartasaban, az adatvédelmi incidensek nyilvantartasaban, valamint az érintett hozzafé-
rési jogaval kapcsolatos intézkedések nyilvantartasaban.

6.3. Foglalkoztatottak és Kiilsd partnerek kotelezettségei

Az Intézmény valamennyi foglalkoztatottja €s szerz6déses partnere koteles betartani a jelen
Titokvédelmi Szabalyzatot és a kapcsolodo eljarasokat. Kotelesek megodrizni a munkavégzes
soran hozzaférhetové valt dsszes bizalmas informacid titkossagat, és azonnal jelenteniiik kell
minden biztonsagi incidenst vagy gyanus jogsértést. A foglalkoztatottak a személyes adatokkal
kizarélag az adatvédelmi szabélyozési rendszerben meghatarozott jogosultsagok alapjan, célbol
¢s modon keriilhetnek kapcsolatba, azokat csak a meghatarozott modon kezelhetik. A kiilsé
partnereknek szerzodéses kotelezettségeik vannak a Titok Szabalyzat és az alkalmazando adat-
védelmi torvények betartasara, és megfeleld biztonsagi intézkedéseket kell bevezetnitik.

6.3.1 Altalanos kotelezettségek

1) Minden munkavallalé Kkoteles titoktartasi nyilatkozatot alaimni.

2) A titoktartsi kotelezettség a munkaviszony megsziinése utén is fennall.

3) Védendd informaciot csak szolgalati célra lehet felhasznalni.

4) Magéncélu felhasznalds szigoruan tilos.

5) A titoktartasi kotelezettség teljesitését rendszeres oktatasokkal és tudatositassal kell
tdmogatni.

6) Az 0j munkavallalok specialis figyelmet igényelnek a titokvédelmi kultara elsajatitasa
érdekében.

6.4. Képzés és tudatossag

Kotelezd, rendszeres képzést kell biztositani minden foglalkoztatott szamara a Titok Szabaly-
zatrdl, az adatvédelmi elvekrdl és a specifikus eljarasokrol. A képzések elvégzését dokumen-
talni kell. Az adatvédelmi tisztviselo feladatai kozé tartozik, hogy gondoskodjon az adatvé-
delmi ismeretek oktatasarol.

7. Titok- és adatbiztonsagi intézkedések

7.1. Technikai és szervezési intézkedések (TOM?s)

2 DPIA — Data Protection Impact Assessment, adatvédelmi hatasvizsgalat
3 TOM — Technikai és Szervezési Intézkedes (Technical and Organizational Measure) —a GDPR 32. cikk sze-
rinti intézkedések csoportja



Az Intézmény az alabbi technikai és szervezési intézkedéseket vezeti be és tartja fenn a bizal-
mas informécidk integritasanak, bizalmas jellegének €s rendelkezésre allasanak biztositasara:

o Hozzaférés-szabalyozas: Robusztus hozzaférés-kezelési rendszerek bevezetése (pl.
szerepalapu hozzaférés, erés hitelesités, hozzéaférési jogok rendszeres feliilvizsgalata)
a jogosulatlan hozzaférés elleni védelemhez.

e Titkositas és Alnevesités: Titkositas alkalmazasa a tarolt és tovabbitott adatokra, va-
lamint alnevesités alkalmazasa, ahol lehetséges, a kozvetlen azonosithatosag csokken-
tése érdekében.

o Fizikai biztonsag: Az adattarolo létesitmények és eszkdzok fizikai hozzaférésének
védelme.

o Halézati biztonsag: Tiizfalak, behatolasérzékel6/megeldzd rendszerek és biztonsagos
halézati konfiguraciok alkalmazasa.

e Mentés és helyreallitas: Rendszeres biztonsagi mentések €s robusztus katasztrofa-
helyreallitasi tervek sziikségesek az adatok rendelkezésre allasanak és ellenallo képes-
ségének biztositasara.

e Biztonsagos megsemmisités: Eljarasokat kell kidolgozni a mar nem sziikséges adatok
és papir alapu nyilvantartasok biztonsagos torlésére vagy megsemmisitésere, meg-
eldzve a véletlen megsemmisilest.

e Dokumentumkezelés: Az iratkezelési szabalyzat szerint.

7.2. Kiilonleges kezelési utasitasok

Bizonyos dokumentumok esetében killonleges kezelési utasitasok alkalmazandok (pl. kivonat
nem készithetd, elolvasas utan visszakiildendd, zart boritékban tarolandé, nem masolhatd).
Ezek alkalmazasardl a mindsitd dont.

7 3. Adatvédelmi Hatasvizsgalat (DPIA)

Az adatvédelmi hatasvizsgalat (Data Protection Impact Assessment — DPIA) egy olyan folya-
mat, amelynek célja az adatkezelési miveletek altal az érintettek jogaira €s szabadsagaira je-
lentett kockazatok azonositasa €s értékelése, valamint azok mérseklésére szolgald intézkede-
sek meghatarozasa.

e Mikor sziikséges? Adatvédelmi hatasvizsgalatot kell végezni legaldbb az alabbi ese-
tekben: egy személy személyes jellemzéinek rendszeres és kiterjedt értékelése esetén,
ideértve a profilalkotast is; kiilonleges adatok nagy szAmban torténd kezelése; nyilva-
nos helyek nagymértekd, médszeres megfigyelése.

e Célja: ADPIA-taz adatkezelés megkezdése elott kell elvégezni, és célja a lehetséges
adatvédelmi kockézatok azonositasa és mérséklése.

o A DPO szerepe: AZ adatvédelmi tisztviseld szakmai tanacsot ad az adatvédelmi ha-
tasvizsgalatra vonatkozdan, €s nyomon koveti annak elvégzesét.

e Konzulticié a NAIH-vak: Amennyiben a fennmaradd kockézatok nem mérsékelhetdk
a bevezetett intézkedésekkel, az adatkezelés megkezdése elott konzultalni kell az adat-
védelmi hatosaggal.

7.4. Adatvédelmi auditok

Az adatvédelmi audit a leghatékonyabb vizsgélat annak érdekében, hogy egy szervezet



teljeskort, atfogd képet kapjon adatkezelési folyamatairdl, az adatkezeléshez hasznélt rend-
szereinek mitkddésérol, illetve arrol, hogy ezek mennyire felelnek meg a jogszabalyi, adatve-
delmi és egyéb eldirasoknak. 19 .

e Célja: Az audit célja a szervezet adatkezelési gyakorlatanak felmérése a GDPR, az
Infotv., az agazati jogszabalyok ¢s a NAIH ajanlasok fényében. Segit feltarni a hia-
nyossagokat €s a kockazatokat, beleértve a birsag €s a reputacios kockézatokat.

o Szakaszai: Az adatvédelmi audit jellemz0en t5bb szakaszbél all: hattérdokumentacio
vizsgélat, gyakorlati mukodés vizsgélat, GAP analizis, akcioterv, és az akcioterv vég-
rehajtasa.

e Fl6nyei: Az audit eredményeként a szervezet pontos képet kap aktualis helyzetérdl €s
a szabalyozast igénylod teriiletekr6l. Segit abban, hogy a vallalkozas ne csak megfelel-
jen a jogszabalyi eldirasoknak, hanem novelje az tigyfelek és partnerek bizalmat is.

e Kiilsé szakértelem: Az adatvédelmi teriilet specidlis szakértelem €s szakmai tapasz-
talatot igényel. Amennyiben a szervezetnek nincs megfeleld belsd szakembere a hibak
javitdsara, kiilsd tanacsadd bevonasa javasolt.

8. Adatvédelmi incidensek kezelése és bejelentése
8.1. Definicié és azonositas

Adatvédelmi incidensnek minosiil minden olyan biztonsagi esemény, amely a tovabbitott, tarolt
vagy mas modon kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, elveszte-
sét, megvaltoztatdsat, jogosulatlan nyilvanossagra hozatalat vagy az azokhoz valo jogosulatlan
hozzaférést eredményezi.

8.2. Incidenskezelési eljaras

Az Intézmény részletes eljarasokat dolgoz ki az incidensek azonnali azonositasara, kivizsgala-
sara, elharitasara és a karok mérséklésére. Ez magéban foglalja az elozetes értékelési mintat,
amely alapjan az incidens jelentdsége megallapithaté (pl. érintett adatok kore, érintettek szama,
azonnali intézkedés sziikségesscge, partneradatok érintettsége, hatas, biintetéjogi kovetkezmé-
nyek).

8.3. Bejelentési Kotelezettség

Az adatvédelmi incidenseket haladéktalanul, de legkésdbb 72 6ran beliil be kell jelenteni a
Nemzeti Adatvédelmi és Informéacioszabadsag Hatdsagnak (NAIH), amennyiben az incidens
valészinfisithetéen kockézattal jar a természetes személyek jogaira €s szabadsagaira nézve.

8.4. Naplozas és dokumenticio

Az bsszes adatvédelmi incidenst dokumentalni kell egy belsd nyilvantartasban, rogzitve az in-
cidens tényét, hatasait és az elvegzett intézkedéseket. Az adatkezelének naplozasi rendet kell
bevezetnie és folyamatosan ellendriznie kell az adatvédelmi incidensek megelozése €s felderi-
tése céljabol.

9, Az iizleti titok kezelése

o Az iizleti titokhoz és védett ismerethez kizarélag azok férhetnek hozza, akiknek ez a
munkajukhoz feltétlentil sziikséges. Az informaciékhoz vald hozzaférest dokumentalni
kell, és minden érintettet irasban, igazolhaté modon taj ékoztatni kell a titoktartasi ko-
telezettségrol.

o Az lizleti titkot és a védett ismeretet csak az Intézmény eldzetes irdsbeli hozzéjarula-
saval lehet harmadik fél tudoméséra hozni vagy nyilvanosséagra hozni. A titoktartasra



kotelezett személy sem kozvetve, sem kozvetleniil nem teheti kozzé, nem reprodukal-
hatja, nem tetjesztheti, nem tovabbithatja, nem visszafejtheti vagy nem ruhézhatja at
az iizleti titkot semmilyen formaban.

10. Kiilsé féltél szarmazo, iizleti titokként mindsitett adatok kezelése

10.1. Atvétel

e Kiilsé félté] szarmazo, tizleti titokkent megjelslt adatokat kizarolag irasban, dokumen-
t4lt modon szabad atvenni, a min6sités egyértelmil feltiintetésével (pl. ,,Uzleti titok™
jelolés az iraton).

e Az atvétel soran minden esetben rogziteni kell az 4tado fé] nevét, az adat pontos meg-
nevezését, az atvétel idépontjat, valamint az fizleti titok mindsités indokat (atvételi el-
ismervény vagy jegyzokonyv).

o Az atvételrdl atvételi elismervényt vagy jegyz6konyvet kell késziteni, amelyet mindkét
fél alair.

o A kozbeszerzési eljaras az ajanlattevd 4ltal, az EKR feliiletre feltoltott, fizleti titkot

tartalmazo6 dokumentum esetén az 4tvétel dokumentaldsa az EKR-en keresztiil, az ajan-
lati dokumentécidval kozosen torténik.

10.2. Feldolgozas

e Az adatokat kizarélag a kijeldlt, titoktartasi kotelezettséggel rendelkez6 foglalkozta-
tottak dolgozhatjak fel, a kiils6 £&] altal meghatarozott feltételek €s célok szerint.

o A feldolgozas soran tilos az adatokat a szerzédésben vagy titoktartasi megéllapoddsban
rogzitett célokon tdl felhasznalni, tovabbitani vagy masolni.

o A feldolgozas minden 1épése dokumentélandé, a hozzaférések naplozasa kotelezd (be-
tekintési nyilvantartas).
10.3. Tarolas
e Az iizleti titokként mindsitett adatokat elkiilonitetten, zart, biztonsagos fizikai vagy

elektronikus taroloban kell elhelyezni, amelyhez csak az arra jogosultak férhetnek
hozza.

e Elektronikus tarolas esetén jelszoval védett, hozzaférés-szabalyozott rendszer haszna-
lata kotelezo.

e A tarolas soran biztositani kell, hogy az adatokhoz illetéktelen személy ne férhessen
hozz4, és az adatok integritasa ne sériiljon.

10.3.1 Tovabbitas 3. személy részére és masolas

1) Védendd informacio tovabbitasa csak biztonsagos csatornan torténhet.

2) E-mailben csak titkositva vagy jelszoval védve kiildheto.

3) Fénymasolas csak engedéllyel, nyilvantartassal végezhetd.

4) Kiilsd félnek torténd atadas csak titoktartasi nyilatkozat alairasa utan lehetséges.

5) A tovabbitas soran minden esetben ellendrizni kell a cimzett jogosultsagat €s a tovab-
bitas sziikségességet.

6) A digitalis tovabbitas esetén elényben kell részesiteni a végponttol végpontig titkosi-
tott kommunikaci6s csatornékat.

10.4. Selejtezés (kiilon intézkedések)

o Selejtezéskor a dokumentumokat megsemmisites elott jegyzékonyvezni kell



(selejtezési jegyzokonyv), a selejtezés tényét €s modjat rogziteni kell.

10.5. Megismerhetéség modja

Az ilyen adatokhoz kizarélag azok a foglalkoztatottak férhetnek hozza, akiknek a mun-
kakori leirasa, illetve a titoktartasi megallapodas ezt kifejezetten lehetdve teszi.

A megismerés minden esetben naplozando (hozzaférési napld), a hozzaférési jogosult-
sagokat rendszeresen feliil kell vizsgalni.

Harmadik félnek az adatokat csak a kiilsé fél elézetes, irasbeli engedélyével lehet at-
adni.

A betekintés, masolas, tovabbitas vagy barmilyen egyéb hozzaférés kizarolag a titok-
tartasi kotelezettség vallalasa mellett torténhet, amelyet irdsban kell rogziteni.

Kozérdeki adatigénylés esetén az iizleti titokként mindsitett adatok csak akkor adhatok
ki, ha a hatalyos jogszabalyok ezt kifejezetten el6irjak, és az aranytalan sérelem kizér-
hatd.

11. Adatok mindsitése, felillvizsgalata

Az adat min6sitése akkor indokolt, ha az adat a mindsitéssel védhetd kozérdekek ko-
rébe tartozik, nyilvanossagra hozatala kérositja a minésitéssel védhetd kozérdeket, €s
sziikséges az adat nyilvanossaganak meghatarozott ideig tortén6 korlatozasa.

A mindsitd a felterjesztés kézhezvételétdl szamitott 30 napon belil dont az adat mind-
sitésérél, a jelolésnek tartalmaznia kell a mindsitési szintet €s az érvényességi 1dot, a
javaslat indokolasat, a sziikséges tényeket és koriilményeket.

Az Intézményben jellemzden csak iizleti titok mindsités alkalmazott, amelyet a készito,
illetve az Intézmény vezetdje jogosult elrendelni.

A mindsité koteles rendszeresen, de legaldbb 5 évente feliilvizsgalni az éltala vagy
jogelddje altal mindsitett adatokat, és donthet a mindsités fenntartasarol, szintjének
csokkentésérdl, érvényességi idejének modositasardl vagy megsziintetésérol.

12. Selejtezés

Az iratok selejtezésére vonatkozdan kiilon szabalyzat rendelkezik, melynek altalanos rendelke-
zései a jelen szabalyzat hatélya ala tartozd iratokra is vonatkoznak.

12.1. Selejtezés alapelvei

Selejtezni csak olyan iratot lehet, amelynek megérzési ideje lejart, azonos tipusu ira-
tokra a leghosszabb meg&rzési id6 az iranyado.

12.2. Megsemmisitési médok

1)
2)
3)
4
5)

6)

Papir dokumentumok: iratmegsemmisité vagy apritas alkalmazaséval.

Elektronikus adatok: biztonsagos torlés specidlis szoftverrel.

Adathordozok: fizikai tonkretétel.

Megsemmisitési jegyzkonyv készitése minden esetben kotelezo.

A megsemmisités sordn biztositani kell, hogy az adatok véglegesen és visszaallithatat-
lanul toérlédjenek.

A megsemmisitési folyamat szakszerii végrehajtasa kulcsfontossagu a teljes titokvé-
delmi rendszer hatékonysaganak szempontjabol.

13. Hasznalt és kotelezé dokumentumok

A szabalyzat végrehajtdséhoz az alabbi dokumentumok alkalmazasa kotelezo:



e Atvételi elismervény vagy jegyz6konyv
Kiilsd félt6] szarmazo, iizleti titokként mindsitett adat atvételekor késziil, tartalmazza
az 4tad6 fél nevét, az adat pontos megnevezését, az atvetel idépontjat és a mindsités
indokat.

o Selejtezési jegyzokonyv
Az iratok, adatok selejtezésekor késziil, rogziti a selejtezés tényét, okat, modjat, a se-
lejtezésben résztvevok nevét, valamint a jovahagyast.

o Megsemmisitési jegyzokdnyv
Selejtezett dokumentumok megsemmisitésekor késziil, a megsemmisitést végzo sze-
mély alairja.

e Betekintési nyilvantartas
Az iizleti titokként mindsitett adatokhoz vald hozzaféréseket, megismeréseket, feldol-
gozasi lépéseket naplozni kell.

o Oktatasi igazolas

A titokvédelmi szabalyzat oktatasan részt vett foglalkoztatottak alairdsaval igazoljak
annak megismeréset.

14. Z4ré Rendelkezések
14.1. A Szabalyzat feliilvizsgilata és aktualizalasa

A jelen Titokvédelmi Szabalyzat nem statikus dokumentum; rendszeres felillvizsgalatra és ak-
tualizalasra szorul. Javasolt a szabélyzatot legaldbb évente, vagy jogszabalyi valtozasok, tech-
nologiai fejlddés, illetve az Intézmény mikodésében bekovetkezd jelentds valtozasok eseten
azonnal feltilvizsgalni és aktualizalni, biztositva annak folyamatos relevanciajat és hatékonysa-
gat. Vilagos eljarasokat kell kidolgozni a szabdlyzat frissitésére és a valtozasok kommunikala-
sara minden érintett felé.

14.2. Jogkivetkezmények

A jelen Titokvédelmi Szabalyzat be nem tartasa sulyos jogkovetkezményekkel jarhat mind az
egyének, mind az Intézmény szdmara. A foglalkoztatottak esetében fegyelmi eljarasokra, akar
munkaviszony megsziintetésére is sor keriilhet.

A jelen szabalyzat az Intézmény valamennyi foglalkoztatottjara és szerzodéses partnerére ko-
telezd érvényti. A szabalyzatban nem szabalyozott kérdésekben a mindenkor hatalyos jogsza-
balyok az iranyadok. A szabalyzat hatélybalépésével egyidejiileg minden korabbi, ezzel ellen-
tétes rendelkezés hatalyat veszti. A szabdlyzatot az Intézményvezetd hagyja jova, és az Intéz-
mény falitijsagjan, valamint bels6 kommunikacios csatornain keresztiil kell kozzétenni, bizto-
sitva annak minden érintett szamaéra torténd megismeréseét.

Kelt: Budapest, 2025. augusztus 11.
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1. szadmu melléklet

Dizleti titok felmeriilése esetén az alibbi alkalmazhaté utasitisok adhatok:
e Sajat kezil felbontasra!
e Mas szervnek nem adhato at!
e Nem masolhato!
e Kivonat nem készitheto!
e Elolvasas utan visszakiildendo!
e Zart boritékban tarolando!
e Kiilondsen fontos!
e Csak kijelolt személyek férhetnek hozza!
e Nem vihetd ki az intézmény teriiletérol!
e Elektronikus masolat nem készithetd!

e Egyéb, az adathordozd sajatossagatol fliggd utasitas

A kiilonleges kezelési utasitisokat minden érintett dokumentumon jol lathaté helyen kell fel-
tiintetni. Ezek az utaldsok novelik a titkos informaciok védelmét, és megszegésiik fegyelmi
vagy jogi kovetkezményekkel jarhat. A cél, hogy a dokumentumok sorsa minden pillanatban
nyomon kovethetd legyen.



